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United States Information Agency § 505.3

505.11 Fees.
505.12 Civil remedies and criminal penalties.
505.13 General exemptions (Subsection (j)).
505.14 Specific exemptions (Subsection (k)).
505.15 Exempt systems of records used.

AUTHORITY: Pub. L. 93–579, 88 Stat. 1897; 5
U.S.C. 552a; 55 FR 31940, Aug. 6, 1990, as
amended.

SOURCE: 62 FR 10630, Mar. 7, 1997, unless
otherwise noted.

§ 505.1 Purpose and scope.
The United States Information Agen-

cy will protect individuals’ privacy
from misuse of their records, and grant
individuals access to records con-
cerning them which are maintained by
the Agency’s domestic and overseas of-
fices, consistent with the provisions of
Public Law 93–579, 88 Stat. 1897; 5
U.S.C. 552a, the Privacy Act of 1974, as
amended. The Agency has also estab-
lished procedures to permit individuals
to amend incorrect records, to limit
the disclosure of personal information
to third parties, and to limit the num-
ber of sources of personal information.
The Agency has also established inter-
nal rules restricting requirements of
individuals to provide social security
account numbers.

§ 505.2 Definitions.
(a) Access Appeal Committee (AAC)—

the body established by and responsible
to the Director of USIA for reviewing
appeals made by individuals to amend
records held by the Agency.

(b) Agency or USIA or USIA—The
United States Information Agency, its
offices, divisions, branches and its For-
eign Service establishments.

(c) Amend—To make a correction to
or expunge any portion of a record
about an individual which that indi-
vidual believes is not accurate, rel-
evant, timely or complete.

(d) Individual—A citizen of the United
States or an alien lawfully admitted
for permanent residence.

(e) Maintain—Collect, use, store, dis-
seminate or any combination of these
record-keeping functions; exercise of
control over and hence responsibility
and accountability for systems of
records.

(f) Record—Any information main-
tained by the Agency about an indi-
vidual that can be reproduced, includ-

ing finger or voice prints and photo-
graphs, and which is retrieved by that
particular individual’s name or per-
sonal identifier, such as a social secu-
rity number.

(g) Routine use—With respect to the
disclosure of a record, the use of such
record for a purpose which is compat-
ible with the purpose for which it was
collected. The common and ordinary
purposes for which records are used and
all of the proper and necessary uses,
even if any such uses occur infre-
quently.

(h) Statistical record—A record in a
system of records maintained for sta-
tistical research or reporting purposes
only and not used in whole or in part in
making any determination about an
identifiable individual, except as pro-
vided in 13 U.S.C. 8.

(i) System of records—A group of
records under the maintenance and
control of the Agency from which in-
formation is retrieved by the name or
personal identifier of the individual.

(j) Personnel record—Any information
about an individual that is maintained
in a system of records by the Agency
that is needed for personnel manage-
ment or processes such as staffing, em-
ployee development, retirement, griev-
ances and appeals.

(k) Post—Any of the foreign service
branches of the Agency.

§ 505.3 Procedures for requests.
(a) The agency will consider all writ-

ten requests received from an indi-
vidual for records pertaining to herself/
himself as a request made under the
Privacy Act of 1974, as amended (5
U.S.C. 552a) whether or not the indi-
vidual specifically cites the Privacy
Act when making the request.

(b) All requests under the Privacy
Act should be directed to the USIA, Of-
fice of the General Counsel, FOIA/Pri-
vacy Act Unit (GC/FOI), 301 4th Street,
SW, Washington, DC 20547, which will
coordinate the search of all systems of
records specified in the request. Re-
quests should state name, date of birth,
and social security number.

(c) Requests directed to the Agency’s
overseas posts which involve routine
unclassified, administrative and per-
sonnel records available only at those
posts may be released to the individual
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by the post if the post determines that
such release is authorized by the Pri-
vacy Act. All other requests shall be
submitted by the post to the Office of
the General Counsel, FOIA/Privacy Act
Unit (GC/FOI), 301 4th Street, SW,
Washington, DC 20547, and the indi-
vidual shall be so notified of this sec-
tion in writing, when possible.

(d) In those instances where an indi-
vidual requests records pertaining to
herself/himself, as well as records per-
taining to another individual, group, or
some other category of the Agency’s
records, only that portion of the re-
quest which pertains to records con-
cerning the individual will be treated
as a Privacy Act request. The remain-
ing portions of such a request will be
processed as a Freedom of Information
Act request by the office noted in para-
graph (b) of this section.

§ 505.4 Requirements and identifica-
tion for making requests.

(a) Individuals seeking access to
Agency records may present their writ-
ten request or may mail their request
to the USIA, Office of General Counsel,
FOI/Privacy Act (GC/FOI) Unit, 301 4th
Street, SW, Washington, DC 20547. The
GC/FOI Unit may be visited between
the hours of 9 a.m. and 4 p.m., Monday
through Friday, except for legal holi-
days.

(b) Individuals, seeking access to
Agency records, will be requested to
present some form of identification. In-
dividuals should state their full name,
date of birth and a social security num-
ber. An individual must also include
her/his present mailing address and zip
code, and if possible a telephone num-
ber.

(c) When signing a statement con-
firming one’s identity, individuals
should understand that knowingly and
willfully seeking or obtaining access to
records about another individual under
false pretenses is punishable by a fine
of up to $5,000.

§ 505.5 Disclosure of information.
(a) In order to locate the system of

records that an individual believes may
contain information about herself/him-
self, an individual should first obtain a
copy of the Agency’s Notice of Systems
of Records. By identifying a particular

record system and by furnishing all the
identifying information requested by
that record system, it will enable the
Agency to more easily locate those
records which pertain to the indi-
vidual. At a minimum, any request
should include the information speci-
fied in § 505.4(b) above.

(b) In certain circumstances, it may
be necessary for the Agency to request
additional information from the indi-
vidual to ensure that the retrieved
record does, in fact, pertain to the indi-
vidual.

(c) All requests for information on
whether or not the Agency’s system(s)
of records contain information about
the individual will be acknowledged
within ten working days of receipt of
the request. The requested records will
be provided as soon as possible there-
after.

(d) If the Agency determines that the
substance of the requested record is ex-
ceptionally sensitive, the Agency will
require the individual to furnish a
signed, notarized statement that she/he
is in fact the person named in the file
before granting access to the records.

(e) Original records will not be re-
leased from the custody of the records
system manager. Copies will be fur-
nished subject to and in accordance
with fees established in § 505.11.

(f) Denial of access to records:
(1) The requirements of this section

do not entitle an individual access to
any information compiled in reason-
able anticipation of a civil action or
proceeding.

(2) Under the Privacy Act, the Agen-
cy is not required to permit access to
records if the information is not re-
trievable by the individual’s name or
other personal identifier; those re-
quests will be processed as Freedom of
Information Act requests.

(3) The Agency may deny an indi-
vidual access to a record, or portion
thereof, if following a review it is de-
termined that the record or portion
falls within a system of records that is
exempt from disclosure pursuant to 5
U.S.C. 552a(j) and 552a(k). See §§ 505.13
and 505.14 for a listing of general and
specific exemptions.

(4) The decision to deny access to a
record or a portion of the record is
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